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PRIVACY POLICY 

Last updated February 18, 2025 

  

 This Privacy NoƟce for Apartment Management Consultants, LLC (doing business as AMC, LLC) ("we," 
"us," or "our"), describes how and why we access, collect, store, use, and/or share ("process") your 
personal informaƟon when you use our services ("Services"), including when you: 

 Visit our website at hƩps://www.sommersetamc.com/, or any website of ours that links to this 
Privacy NoƟce 

 Engage with us in other related ways, including any sales, markeƟng, or events 

QuesƟons or concerns? Reading this Privacy NoƟce will help you understand your privacy rights and 
choices. We are responsible for making decisions about how your personal informaƟon is processed. If 
you do not agree with our policies and pracƟces, please do not use our Services. If you sƟll have any 
quesƟons or concerns, please contact us at privacyadmin@amcllc.net. 

   

SUMMARY OF KEY POINTS 

This summary provides key points from our Privacy NoƟce, but you can find out more details about any of 
these topics by clicking the link following each key point or by using our table of contents below to find 
the secƟon you are looking for. 

  

What personal informaƟon do we process? When you visit, use, or navigate our Services, we may 
process personal informaƟon depending on how you interact with us and the Services, the choices you 
make, and the products and features you use. Learn more about personal informaƟon you disclose to us. 

  

Do we process any sensiƟve personal informaƟon? Some of the informaƟon may be considered "special" 
or "sensiƟve" in certain jurisdicƟons, for example your racial or ethnic origins, sexual orientaƟon, and 
religious beliefs. We may process sensiƟve personal informaƟon when necessary with your consent or as 
otherwise permiƩed by applicable law. Learn more about sensiƟve informaƟon we process. 

  

Do we collect any informaƟon from third parƟes? We may collect informaƟon from public databases, 
markeƟng partners, social media plaƞorms, and other outside sources. Learn more about informaƟon 
collected from other sources. 

  

How do we process your informaƟon? We process your informaƟon to provide, improve, and administer 
our Services, communicate with you, for security and fraud prevenƟon, and to comply with law. We may 
also process your informaƟon for other purposes with your consent. Learn more about how we process 
your informaƟon. 
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In what situaƟons and with which parƟes do we share personal informaƟon? We may share informaƟon 
in specific situaƟons and with specific third parƟes. Learn more about when and with whom we share 
your personal informaƟon. 

  

How do we keep your informaƟon safe? We have organizaƟonal and technical processes and procedures 
in place designed to protect your personal informaƟon. However, no electronic transmission over the 
internet or informaƟon storage technology can be guaranteed to be 100% secure, so we cannot promise 
or guarantee that hackers, cybercriminals, or other unauthorized third parƟes will not be able to defeat 
our security and improperly collect, access, steal, or modify your informaƟon. Learn more about how we 
keep your informaƟon safe. 

  

What are your rights? Depending on where you are located geographically, the applicable privacy law 
may mean you have certain rights regarding your personal informaƟon. Learn more about your privacy 
rights. 

  

How do you exercise your rights? The easiest way to exercise your rights is 
by visiƟng hƩps://www.sommersetamc.com/vacaville/sommerset/guest-card/contact-us/1/, or by 
contacƟng us. We will consider and act upon any request in accordance with applicable data protecƟon 
laws. 

  

Want to learn more about what we do with any informaƟon we collect? Review the Privacy NoƟce in full. 
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13. HOW CAN YOU CONTACT US ABOUT THIS NOTICE? 

14. HOW CAN YOU REVIEW, UPDATE, OR DELETE THE DATA WE COLLECT FROM YOU? 

  

  

1. WHAT INFORMATION DO WE COLLECT? 

Personal informaƟon you disclose to us 

In Short: We collect personal informaƟon that you provide to us. 

 We collect personal informaƟon that you voluntarily provide to us when you register on the 
Services, express an interest in obtaining informaƟon about us or our products and Services, when you 
parƟcipate in acƟviƟes on the Services, or otherwise when you contact us.  We do collect personal 
informaƟon for purposes of targeted adverƟsing. In parƟcular, we have collected the following categories 
of personal informaƟon in the last twelve months:  

 

Category Examples Collected 

A. IdenƟfiers 

Contact details, such as real name, 
alias, postal address, telephone or 
mobile contact number, unique 
personal idenƟfier, online 
idenƟfier, Internet Protocol 
address, email address, and 
account name 

  

YES 

  

B. Personal informaƟon as defined 
in the California Customer Records 
statute 

Name, contact informaƟon, 
educaƟon, employment, 
employment history, and financial 
informaƟon 

  

YES 

  

C. Protected classificaƟon 
characterisƟcs under state or 
federal law 

Gender, age, date of birth, race and 
ethnicity, naƟonal origin, marital 
status, and other demographic data 

  

YES 

  

F. Internet or other similar 
network acƟvity 

Browsing history, search history, 
online behavior, interest data, and 
interacƟons with our and other 
websites, applicaƟons, systems, 
and adverƟsements 

  

YES 

  

I. Professional or employment-
related informaƟon 

Business contact details in order to 
provide you our Services at a 
business level or job Ɵtle, work 
history, and professional 

  

YES 
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qualificaƟons if you apply for a job 
with us 

  

L. SensiƟve personal InformaƟon 

Drivers' licenses, financial 
informaƟon including account 
access details, passport 
numbers, social security 
numbers and state id card 
numbers 

  

YES 

  

  

We only collect sensiƟve personal informaƟon, as defined by applicable privacy laws or the purposes 
allowed by law or with your consent. SensiƟve personal informaƟon may be used, or disclosed to a 
service provider or contractor, for addiƟonal, specified purposes. You may have the right to limit the use 
or disclosure of your sensiƟve personal informaƟon. We do not collect or process sensiƟve personal 
informaƟon for the purpose of inferring characterisƟcs about you. 

 We may also collect other personal informaƟon outside of these categories through instances where 
you interact with us in person, online, or by phone or mail in the context of: 

 Receiving help through our customer support channels; 

 ParƟcipaƟon in customer surveys or contests; and 

 FacilitaƟon in the delivery of our Services and to respond to your inquiries. 

We will use and retain the collected personal informaƟon as needed to provide the Services or for as 
long as the user has an account with us 

 Personal InformaƟon Provided by You. The personal informaƟon that we collect depends on the context 
of your interacƟons with us and the Services, the choices you make, and the products and features you 
use. The personal informaƟon we collect may include the following: 

 Personal idenƟfiers such as:  

o names 

o phone numbers 

o email addresses 

o mailing addresses 

 Personal InformaƟon listed in the California Customer Records statute such as: 

o names 

o signatures 

o Social Security numbers 

o address 

o telephone number 
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o driver’s license or state idenƟficaƟon number 

o employment informaƟon 

o banking informaƟon 

 Employment informaƟon such as: 

o job Ɵtles 

o employer informaƟon 

 Protected classificaƟon characterisƟcs such as:  

o age  

o ethnicity 

o ciƟzenship 

o gender 

 Account informaƟon such as: 

o contact preferences 

o contact or authenƟcaƟon data 

SensiƟve InformaƟon.  We process the following categories of sensiƟve informaƟon: 

 financial data 

 credit worthiness data 

 social security numbers or other government idenƟfiers 

Payment Data. We may collect data necessary to process your payment if you choose to make purchases, 
such as your payment instrument number, and the security code associated with your payment 
instrument. All payment data is handled and stored by Sommerset. You may find their privacy noƟce 
link(s) here: hƩps://www.sommersetamc.com/. 

 All personal informaƟon that you provide to us must be true, complete, and accurate, and you must 
noƟfy us of any changes to such personal informaƟon. 

InformaƟon automaƟcally collected 

In Short: Some informaƟon — such as your Internet Protocol (IP) address and/or browser and device 
characterisƟcs — is collected automaƟcally when you visit our Services. 

 We automaƟcally collect certain informaƟon when you visit, use, or navigate the Services. This 
informaƟon does not reveal your specific idenƟty (like your name or contact informaƟon) but may 
include device and usage informaƟon, such as your IP address, browser and device characterisƟcs, 
operaƟng system, language preferences, referring URLs, device name, country, locaƟon, informaƟon 
about how and when you use our Services, and other technical informaƟon. This informaƟon is primarily 
needed to maintain the security and operaƟon of our Services, and for our internal analyƟcs and 
reporƟng purposes. 
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 Like many businesses, we also collect informaƟon through cookies and similar technologies.  

 The informaƟon we collect includes: 

 Log and Usage Data. Log and usage data is service-related, diagnosƟc, usage, and performance 
informaƟon our servers automaƟcally collect when you access or use our Services and which we 
record in log files. Depending on how you interact with us, this log data may include your IP 
address, device informaƟon, browser type, and seƫngs and informaƟon about your acƟvity in 
the Services (such as the date/Ɵme stamps associated with your usage, pages and files viewed, 
searches, and other acƟons you take such as which features you use), device event informaƟon 
(such as system acƟvity, error reports (someƟmes called "crash dumps"), and hardware seƫngs). 

 Device Data. We collect device data such as informaƟon about your computer, phone, tablet, or 
other device you use to access the Services. Depending on the device used, this device data may 
include informaƟon such as your IP address (or proxy server), device and applicaƟon 
idenƟficaƟon numbers, locaƟon, browser type, hardware model, Internet service provider 
and/or mobile carrier, operaƟng system, and system configuraƟon informaƟon. 

 LocaƟon Data. We collect locaƟon data such as informaƟon about your device's locaƟon, which 
can be either precise or imprecise. How much informaƟon we collect depends on the type and 
seƫngs of the device you use to access the Services. For example, we may use GPS and other 
technologies to collect geolocaƟon data that tells us your current locaƟon (based on your IP 
address). You can opt out of allowing us to collect this informaƟon either by refusing access to 
the informaƟon or by disabling your LocaƟon seƫng on your device. However, if you choose to 
opt out, you may not be able to use certain aspects of the Services. 

InformaƟon collected from other sources 

In Short: We may collect limited data from public databases, markeƟng partners, and other outside 
sources. 

 In order to enhance our ability to provide relevant markeƟng, offers, and services to you and update our 
records, we may obtain informaƟon about you from other sources, such as public databases, joint 
markeƟng partners, affiliate programs, data providers, and from other third parƟes. This informaƟon 
includes mailing addresses, job Ɵtles, email addresses, phone numbers, intent data (or 
user behavior data), Internet Protocol (IP) addresses, social media profiles, social media URLs, and 
custom profiles, for purposes of targeted adverƟsing and event promoƟon. 

  

2. HOW DO WE PROCESS YOUR INFORMATION? 

In Short: We process your informaƟon to provide, improve, and administer our Services, communicate 
with you, for security and fraud prevenƟon, and to comply with law. We may also process your 
informaƟon for other purposes with your consent. 

  

We process your personal informaƟon for a variety of reasons, depending on how you interact with our 
Services, including: 
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 To facilitate account creaƟon and authenƟcaƟon and otherwise manage user accounts. We may 
process your informaƟon so you can create and log in to your account, as well as keep your 
account in working order. 

 To respond to user inquiries/offer support to users. We may process your informaƟon to respond 
to your inquiries and solve any potenƟal issues you might have with the requested service. 

 To send you markeƟng and promoƟonal communicaƟons. We may process the personal 
informaƟon you send to us for our markeƟng purposes, if this is in accordance with your 
markeƟng preferences. You can opt out of our markeƟng emails at any Ɵme. For more 
informaƟon, see "WHAT ARE YOUR PRIVACY RIGHTS?" below. 

 To comply with our legal obligaƟons. We may process your informaƟon to comply with our legal 
obligaƟons, respond to legal requests, and exercise, establish, or defend our legal rights. 

 To provide services to you. For the performance of our contract with you or to take steps at your 
request before entering into a contract 

 To prevent and detect fraud against you or AMC. For our legiƟmate interests or those of a third 
party, i.e., to minimize fraud that could be damaging for us and for you 

 ConducƟng checks to idenƟfy our customers and verify their idenƟty   

 Screening for financial and other sancƟons or embargoes   

 Other processing necessary to comply with professional, legal, and regulatory obligaƟons that 
apply to our business, e.g., under health and safety regulaƟon or rules issued by our professional 
regulator.  

 To comply with our legal and regulatory obligaƟons 

 Gathering and providing informaƟon required by or relaƟng to audits, inquiries, or invesƟgaƟons 
by regulatory bodies. To comply with our legal and regulatory obligaƟons 

 Ensuring business policies are adhered to, e.g., policies covering security and internet use. For 
our legiƟmate interests or those of a third party, i.e., to make sure we are following our own 
internal procedures so we can deliver the best service to you 

 OperaƟonal reasons, such as improving efficiency, training, and quality control. For our 
legiƟmate interests or those of a third party, i.e., to be as efficient as we can so we can deliver 
the best service for you at the best price 

 Ensuring the confidenƟality of commercially sensiƟve informaƟon. For our legiƟmate interests or 
those of a third party, i.e., to protect trade secrets and other commercially valuable 
informaƟon  To comply with our legal and regulatory obligaƟons 

 StaƟsƟcal analysis to help us manage our business, e.g., in relaƟon to our financial performance, 
customer base, product range or other efficiency measures. For our legiƟmate interests or those 
of a third party, i.e., to be as efficient as we can so we can deliver the best service for you at the 
best price 

 PrevenƟng unauthorized access and modificaƟons to systems. For our legiƟmate interests or 
those of a third party, i.e., to prevent and detect criminal acƟvity that could be damaging for us 
and for you  To comply with our legal and regulatory obligaƟons 
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 UpdaƟng and enhancing customer records. For the performance of our contract with you or to 
take steps at your request before entering into a contract   

 To comply with our legal and regulatory obligaƟons   

 For our legiƟmate interests or those of a third party, e.g., making sure that we can keep in touch 
with our customers about exisƟng orders and new products 

 Statutory returns. To comply with our legal and regulatory obligaƟons 

 Ensuring safe working pracƟces, staff administraƟon and assessments.  

 For our legiƟmate interests or those of a third party, e.g., to make sure we are following our own 
internal procedures and working efficiently so we can deliver the best service to you 

 MarkeƟng our services and those of selected third parƟes for our legiƟmate interests or those of 
a third party, i.e., to promote our business to exisƟng and former customers to:            

o ExisƟng and former customers.        

o Third parƟes who have previously expressed an interest in our services.          

o Third parƟes with whom we have had no previous dealings.  

 Credit reference checks via external credit reference agencies. For our legiƟmate interests or 
those of a third party, i.e., to ensure our customers are likely to be able to pay for our products 
and services 

 External audits and quality checks, e.g., for ISO or Investors in People accreditaƟon and the audit 
of our accounts. For our legiƟmate interests or a those of a third party, i.e., to maintain our 
accreditaƟons so we can demonstrate we operate at the highest standards  To comply with our 
legal and regulatory obligaƟons 

 To exercise our rights and protect our or others’ rights or property 

 To effectuate a sale, merger, acquisiƟon, or other disposiƟon (including, but not limited to a 
bankruptcy proceeding) of our business 

 To promote our other commercial and economic interests as permiƩed by law 

 To respond to law enforcement requests or as otherwise required by applicable law, court order, 
or governmental regulaƟon 

 As described to you when collecƟng your personal informaƟon 

 With your consent 

 For other purposes as required or permiƩed by law 

 We may share, sell or disclose for cross-context behavioral adverƟsing any personal informaƟon to third 
parƟes.  

Your personal informaƟon may be used in profiling and automated processes that could produce legal or 
similarly significant effects for you.  
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3. WHEN AND WITH WHOM DO WE SHARE YOUR PERSONAL INFORMATION? 

In Short: We may share informaƟon in specific situaƟons described in this secƟon and/or with the 
following third parƟes. 

 Vendors, Consultants, and Other Third-Party Service Providers. We may share your data with third-party 
vendors, service providers, contractors, or agents, including analyƟcs companies, third-party adverƟsers, 
payment processors, apartment lisƟng agents, and others ("third parƟes") who perform services for us 
or on our behalf and require access to such informaƟon to do that work. 

 The third parƟes we may share personal informaƟon with are as follows: 

 Amazon Hub 

 AMC LLC 

 Amenify 

 ApartmentList 

 ConService 

 Domuso 

 Epremium 

 HappyCo 

 JeƩy 

 Kingsley 

 Market Apartments 

 OnSite Screen 

 Opiniion 

 Parcel Pending 

 PayLease 

 PowerPro 

 RentlyƟcs 

 RentPath 

 RLL Liability 

 Stern Risk 

 UB WEST 

 WesternReporƟng 

 Resident Aid 

 SmartRent  
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We also may need to share your personal informaƟon in the following situaƟons: 

 Business Transfers. We may disclose your informaƟon in connecƟon with, or during negoƟaƟons 
of, any merger, sale of company assets, financing, or acquisiƟon of all or a porƟon of our 
business to another company. 

 Affiliates. We may disclose your informaƟon with our affiliates, in which case we will require 
those affiliates to honor this Privacy NoƟce. Affiliates include our parent company and any 
subsidiaries, joint venture partners, or other companies that we control or that are under 
common control with us. 

 Law Enforcement. We may disclose your informaƟon to law enforcement, government agencies, 
or other third parƟes to comply with any law, court order, legal request, or other legal process; 
or to enforce our agreements or protect the rights, property, or safety of our business, 
employees, customers, or others.  

 Other Disclosures. We may disclose your informaƟon as necessary to comply with your 
instrucƟons or as otherwise with your consent.  

 We have not sold or shared any personal informaƟon to third parƟes for a business or commercial 
purpose in the preceding twelve (12) months. We have disclosed the following categories of personal 
informaƟon to third parƟes for a business or commercial purpose in the preceding twelve (12) months: 

 Category A. IdenƟfiers 

 Category B. Personal informaƟon as defined in the California Customer Records law 

 Category C. CharacterisƟcs of protected classificaƟons under state or federal law 

 Category F. Internet or other electronic network acƟvity informaƟon 

 Category I. Professional or employment-related informaƟon 

 Category L. SensiƟve personal informaƟon 

 

4. DO WE USE COOKIES AND OTHER TRACKING TECHNOLOGIES? 

In Short: We may use cookies and other tracking technologies to collect and store your informaƟon. 

 We may use cookies and similar tracking technologies (like web beacons and pixels) to gather 
informaƟon when you interact with our Services. Some online tracking technologies help us maintain the 
security of our Services and your account, prevent crashes, fix bugs, save your preferences, and assist 
with basic site funcƟons. 

 We also permit third parƟes and service providers to use online tracking technologies on our Services 
for analyƟcs and adverƟsing, including to help manage and display adverƟsements, to tailor 
adverƟsements to your interests, or to send abandoned shopping cart reminders (depending on your 
communicaƟon preferences). The third parƟes and service providers use their technology to provide 
adverƟsing about products and services tailored to your interests which may appear either on our 
Services or on other websites. 
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 To the extent these online tracking technologies are deemed to be a "sale"/"sharing" (which includes 
targeted adverƟsing, as defined under the applicable laws) under applicable US state laws, you can opt 
out of these online tracking technologies by submiƫng a request as described below under secƟon "DO 
UNITED STATES RESIDENTS HAVE SPECIFIC PRIVACY RIGHTS?" 

 Specific informaƟon about how we use such technologies and how you can refuse certain cookies is set 
out in our Cookie NoƟce: hƩps://www.sommersetamc.com/. 

 5. DO WE OFFER ARTIFICIAL INTELLIGENCE-BASED PRODUCTS? 

In Short: We offer products, features, or tools powered by arƟficial intelligence, machine learning, or 
similar technologies. 

 As part of our Services, we offer products, features, or tools powered by arƟficial intelligence, machine 
learning, or similar technologies (collecƟvely, "AI Products"). These tools are designed to enhance your 
experience and provide you with innovaƟve soluƟons. The terms in this Privacy NoƟce govern your use 
of the AI Products within our Services. 

 Our AI Products 

 Our AI Products are designed for the following funcƟons: 

 AI automaƟon 

 AI bots 

How We Process Your Data Using AI 

 All personal informaƟon processed using our AI Products is handled in line with our Privacy NoƟce and 
our agreement with third parƟes.  

 6. HOW LONG DO WE KEEP YOUR INFORMATION? 

In Short: We keep your informaƟon for as long as necessary to fulfill the purposes outlined in this Privacy 
NoƟce unless otherwise required by law. 

 We will only keep your personal informaƟon for as long as it is necessary for the purposes set out in this 
Privacy NoƟce, unless a longer retenƟon period is required or permiƩed by law (such as tax, accounƟng, 
or other legal requirements). No purpose in this noƟce will require us keeping your personal informaƟon 
for longer than the period of Ɵme in which users have an account with us. 

  

7. HOW DO WE KEEP YOUR INFORMATION SAFE? 

In Short: We aim to protect your personal informaƟon through a system of organizaƟonal and technical 
security measures. 

 We have implemented technical and organizaƟonal security measures designed to protect the security 
of any personal informaƟon we process. However, despite our safeguards and efforts to secure your 
informaƟon, no electronic transmission over the Internet or informaƟon storage technology can be 
guaranteed to be 100% secure, so we cannot promise or guarantee that hackers, cybercriminals, or 
other unauthorized third parƟes will not be able to defeat our security and improperly collect, access, 
steal, or modify your informaƟon. Although we will do our best to protect your personal informaƟon, 
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transmission of personal informaƟon to and from our Services is at your own risk. You should only access 
the Services within a secure environment. 

 8. DO WE COLLECT INFORMATION FROM MINORS? 

In Short: We do not knowingly collect data from or market to minors. 

 Our Services are not intended for children under the age of 18. AMC does not market its products or 
services to persons under 18 years of age and does not wish to collect personal informaƟon from minors. 
Accordingly, AMC does not sell or disclose for cross-context behavioral adverƟsing any personal 
informaƟon of children under the age of 18 to third parƟes. No one under the age of 18 may use this 
website or provide personal informaƟon. If you believe we have any personal informaƟon from or about 
a child under the age of 18, please contact us using the contact informaƟon provided in the secƟon 
“HOW CAN YOU CONTACT US ABOUT THIS NOTICE” below.  

 9. WHAT ARE YOUR PRIVACY RIGHTS? 

In Short: You may review, change, or terminate your account at any Ɵme, depending on state of 
residence. 

   OpƟng out of markeƟng and promoƟonal communicaƟons: You can unsubscribe from our markeƟng 
and promoƟonal communicaƟons at any Ɵme by clicking on the unsubscribe link in the emails that we 
send, replying "STOP" or "UNSUBSCRIBE" to the SMS messages that we send, or by contacƟng us using 
the details provided in the secƟon "HOW CAN YOU CONTACT US ABOUT THIS NOTICE?" below. You will 
then be removed from the markeƟng lists. However, we may sƟll communicate with you — for example, 
to send you service-related messages that are necessary for the administraƟon and use of your account, 
to respond to service requests, or for other non-markeƟng purposes. 

Account InformaƟon 

If you would at any Ɵme like to review or change the informaƟon in your account or terminate your 
account, you can: 

 Log in to your account seƫngs and update your user account. 

 Contact us using the contact informaƟon provided. 

Upon your request to terminate your account, we will deacƟvate or delete your account and informaƟon 
from our acƟve databases. However, we may retain some informaƟon in our files to prevent fraud, 
troubleshoot problems, assist with any invesƟgaƟons, enforce our legal terms and/or comply with 
applicable legal requirements. 

 Cookies and similar technologies: Most Web browsers are set to accept cookies by default. If you prefer, 
you can usually choose to set your browser to remove cookies and to reject cookies. If you choose to 
remove cookies or reject cookies, this could affect certain features or services of our Services. For further 
informaƟon, please see our Cookie NoƟce: hƩps://www.sommersetamc.com/. 

 If you have quesƟons or comments about your privacy rights, you may email us 
at privacyadmin@amcllc.net. 

 10. CONTROLS FOR DO-NOT-TRACK FEATURES 

Most web browsers and some mobile operaƟng systems and mobile applicaƟons include a Do-Not-Track 
("DNT") feature or seƫng you can acƟvate to signal your privacy preference not to have data about your 
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online browsing acƟviƟes monitored and collected. At this stage, no uniform technology standard 
for recognizing and implemenƟng DNT signals has been finalized. As such, we do not currently respond 
to DNT browser signals or any other mechanism that automaƟcally communicates your choice not to be 
tracked online.  

11. DO UNITED STATES RESIDENTS HAVE SPECIFIC PRIVACY RIGHTS? 

In Short: If you are a resident in certain states, you may have the right to request access to and receive 
details about the personal informaƟon we maintain about you and how we have processed it, correct 
inaccuracies, get a copy of, or delete your personal informaƟon. You may also have the right to withdraw 
your consent to our processing of your personal informaƟon. These rights may be limited in some 
circumstances by applicable law. More informaƟon is provided below. 

Your Rights 

You may have rights under certain US state data protecƟon laws. However, these rights are not absolute, 
and in certain cases, we may decline your rights request as permiƩed by law. These rights include: 

 Right to know whether or not we are processing your personal data 

 Right to access your personal data 

 Right to correct inaccuracies in your personal data 

 Right to request the deleƟon of your personal data 

 Right to obtain a copy of the personal data you previously shared with us 

 Right to non-discriminaƟon for exercising your rights 

 Right to opt out of the processing of your personal data if it is used for targeted adverƟsing (or 
sharing as defined under California’s privacy law), the sale of personal data, or profiling in 
furtherance of decisions that produce legal or similarly significant effects ("profiling") 

Depending upon the state where you live, you may also have the following rights: 

 Right to access the categories of personal data being processed (as permiƩed by applicable law, 
including Minnesota’s privacy law) 

 Right to obtain a list of the categories of third parƟes to which we have disclosed personal data 
(as permiƩed by applicable law, including California's and Delaware's privacy law) 

 Right to obtain a list of specific third parƟes to which we have disclosed personal data (as 
permiƩed by applicable law, including Minnesota's and Oregon's privacy law) 

 Right to review, understand, quesƟon, and correct how personal data has been profiled (as 
permiƩed by applicable law, including Minnesota’s privacy law) 

 Right to limit use and disclosure of sensiƟve personal data (as permiƩed by applicable law, 
including California’s privacy law) 

 Right to opt out of the collecƟon of sensiƟve data and personal data collected through the 
operaƟon of a voice or facial recogniƟon feature (as permiƩed by applicable law, including 
Florida’s privacy law) 
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The states listed below provide their residents with the following rights: 

 Access 
personal 
information  

Correct 
personal 
information 

Delete 
certain 
personal 
information 

Opt out processing for:  Access 
copies of 
personal 
information 
in portable 
format 

Limit use 
and 
disclosure 
of sensitive 
personal 
information 

Targeted 
advertising 
or cross-
contextual 
behavioral 
advertising 

The sale of 
personal 
data 

Certain 
profiling 

CA         
CO        ⮾ 
CT        ⮾ 
DE        ⮾ 
IN        ⮾ 
IA  ⮾  ⮾  ⮾  ⮾ 
KY        ⮾ 
MD        ⮾ 
MN        ⮾ 
MT        ⮾ 
NE        ⮾ 
NH        ⮾ 
NJ        ⮾ 
OR        ⮾ 
RI        ⮾ 
TN        ⮾ 
TX        ⮾ 
UT  ⮾    ⮾  ⮾ 
VA        ⮾ 

 

The exact scope of these rights varies by state and may not apply to our processing of your personal 
informaƟon.  

How to Exercise Your Rights 

To exercise these rights, you can contact us by 
visiƟng hƩps://www.sommersetamc.com/vacaville/sommerset/guest-card/contact-us/1/, by emailing us 
at privacyadmin@amcllc.net, by calling toll-free at (888) 768-1711, or by mailing in to Apartment 
Management Consultants, AƩn: Privacy Policy Administrator, Address 1954 Fort Union Blvd, Suite 500, 
CoƩonwood Heights, UT 84121, or by referring to the contact details at the boƩom of this document. 

We will honor your opt-out preferences if you enact the Global Privacy Control (GPC) opt-out signal on 
your browser. 

 Under certain US state data protecƟon laws, you can designate an authorized agent to make a request 
on your behalf. We may deny a request from an authorized agent that does not submit proof that they 
have been validly authorized to act on your behalf in accordance with applicable laws. 

Request VerificaƟon 

Upon receiving your request, we will need to verify your idenƟty to determine you are the same person 
about whom we have the informaƟon in our system. If we cannot verify your idenƟty from the 
informaƟon already maintained by us, we may request that you provide addiƟonal informaƟon for the 
purposes of verifying your idenƟty and for security or fraud-prevenƟon purposes. 
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 If you submit the request through an authorized agent, we may need to collect addiƟonal informaƟon to 
verify your idenƟty before processing your request and the agent will need to provide a wriƩen and 
signed permission from you to submit such request on your behalf. 

Appeals 

Under certain US state data protecƟon laws, if we decline to take acƟon regarding your request, you may 
appeal our decision by emailing us at privacyadmin@amcllc.net. We will inform you in wriƟng of any 
acƟon taken or not taken in response to the appeal, including a wriƩen explanaƟon of the reasons for 
the decisions. If your appeal is denied, you may submit a complaint to your state aƩorney general. 

California "Shine The Light" Law 

California Civil Code SecƟon 1798.83, also known as the "Shine The Light" law, permits our users who are 
California residents to request and obtain from us, once a year and free of charge, informaƟon about 
categories of personal informaƟon (if any) we disclosed to third parƟes for direct markeƟng purposes 
and the names and addresses of all third parƟes with which we shared personal informaƟon in the 
immediately preceding calendar year. If you are a California resident and would like to make such a 
request, please submit your request in wriƟng to us by using the contact details provided in the 
secƟon "HOW CAN YOU CONTACT US ABOUT THIS NOTICE?" 

  

12. DO WE MAKE UPDATES TO THIS NOTICE? 

In Short: Yes, we will update this noƟce as necessary to stay compliant with relevant laws. 

  

We may update this Privacy NoƟce from Ɵme to Ɵme. The updated version will be indicated by an 
updated "Revised" date at the top of this Privacy NoƟce. If we make material changes to this Privacy 
NoƟce, we may noƟfy you either by prominently posƟng a noƟce of such changes or by directly sending 
you a noƟficaƟon. We encourage you to review this Privacy NoƟce frequently to be informed of how we 
are protecƟng your informaƟon. 

  

13. HOW CAN YOU CONTACT US ABOUT THIS NOTICE? 

If you have quesƟons or comments about this noƟce, you may email us 
at privacyadmin@amcllc.net or contact us by post at:  

Apartment Management Consultants, LLC 
1954 E Fort Union Blvd 
Suite 500 
CoƩonwood Heights, UT 84121 
United States 

For further detail, please visit Apartment Management Consultants, LLC’s privacy policy 
at hƩps://www.amcllc.net/privacy-policy.asp#  


